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Abstract

.:rtrusion Detection Systern (fDS) is a systetl used to detect attacks on a

,envork system. IDS can be dividcd into tu''t'r types: host-based intrusion
*etection systems (HIDS) and netrvork-basec'l intrusion detection Systems
\lDS). NIDS is rnost11, Lrsed because il consist of several sub-netu,ork nodes

,,ld more casiiy to control tlie irost activities. One of the problems occurred on

.-rc' NIDS is not yet integrated with s,vste r-n response and consume time delay

.r handling the incident being attacked occtlrs. In this research, we proposed

-: rrodel of automatic response n-rodel through SMS sending to handling system
rir.sed on detection infblmation. The auton-iated response system works by
:etecting incoming messages from netrvork adtlinistrator and executing
.:rstructions against the attacked system based on NIDS detection. We use

Snorl IDS as NIDS machine to produce alert intrusion. The experimental
:;'su1ts showed that the proposed model of autontatic response system model
-it attack detection mechanism rvith the success of response of at least 80%
:ased on the instructions of netr,r,ork adrninistrator done through short message
.:nd (sms).

lr.eYrvords: NIDS, automatic response, short message send.
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